
Microsoft Sentinel is a scalable, cloud-native, security information event management (SIEM) and 

security orchestration automated response (SOAR) solution that delivers intelligent security analytics 

and threat intelligence across the enterprise. It provides a single solution for alert detection, threat 

visibility, proactive hunting, and threat response.  

To better understand all the features of Microsoft Sentinel and how your organization can get the most out 

of this powerful application, Interlink created a comprehensive, hands-on workshop.

MICROSOFT MODERN SEC OPS 
WORKSHOP  
Security Monitoring, Analytics and Response

Get Insights On Active Threats Across On-Premises & Cloud Workloads
What the workshop includes:

At the end of this engagement, your organization will: 
Better	understand	the	features	and	benefits	of Microsoft	Sentinel

Better	understand,	prioritize,	and	mitigate	potential	threats	found	during	the	engagement

Have	a	defined	deployment	roadmap	for	the	production	deployment	of	Microsoft	Sentinel	
and services	to	mitigate	risk

Receive	an	overview	of	next	steps	based	on	your	needs	and	objectives

 
Joint Threat Exploration Scenario
Together	with	your	team,	we	deploy Microsoft	Sentinel	in	your	environment	and	execute	threat	exploration	
and	threat	hunting,	which	is	optional.	This	provides	additional	readiness	for	your	SecOps	resources	and	gives	
them	to	tools	to	manage	the	solution	as	part	of	your	existing	System	&	Organization	Controls	(SOC).	

This engagement is a production deployment of Microsoft Sentinel, and Interlink walks your organization 
through the product.
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Compliance?

Microsoft	Sentinel	enables	better	
compliance	capabilities	to	organizations	through	
connecting	Office	365	logs,	especially	when	
researching	past	events,	including	behavior	of	
a	former	employee,	trying	to	determine	access	
points	that	hackers	may	have	used	for	entry,	and	
more.	The	default	log	is	only	kept	for	90	days.

How can  
Interlink help?

Contact Interlink Cloud Advisors today to learn 
more about this engagement and discuss your 
specific environment!

Reduce response times 
and mitigate incidents from 
occurring with a wide overview 

of organizational security 
Microsoft	Sentinel	provides	you	with	intelligent	security	
analytics	that	simplify	your	security	needs	and	enables	
your	organization	to	easily	assess	threat	data.

Better Security — Provides the tools to quickly 
see what is occurring across your environment 
and your cloud applications 

Save Administrator’s Time — Collect data at a 
cloud scale across all users, devices, applications, 
and infrastructures — both on-premises and in 
multiple cloud environments including non-
Microsoft sources like Carbon Black, Symantec, 
Barracuda, Citrix, and many other big-name 
security vendors

Reduce Damage —	Catch	threats	
early	and	respond	more	rapidly 

Save Money —	Traditional	SIEMs	have	proven	
expensive	to	own	and	operate,	often	requiring	
organizations	to	commit	upfront	and	incur	high	
costs	for	infrastructure	maintenance	and	data	
ingestion.	With	Microsoft	Sentinel,	there	are	no	
upfront	costs	for	the	software,	you	pay	for	what	
you	use.

Why Microsoft Sentinel?
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